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Entreprise de services du numérique - ESN basée à CHAMPIGNY (51),  

dans le cadre de sa croissance, recherche un 

ADMINISTRATEUR INFORMATIQUE (H/F) spécialisé SYSTÈMES et RÉSEAUX 

Poste en CDI, à pourvoir immédiatement.  

Possibilité d’évolution. 

Les prérequis d’accès à ce poste : 

Ce poste est accessible à des profils issus d'une formation technique de niveau Bac+3 ou équivalent 

et avec une expérience de 4 à 5 ans en entreprise(s) ou idéalement au sein d’une société de services. 

Les conditions d’exercice : 

Liaisons - relations 

➢ Externes : Clients, prestataires 
➢ Internes : Equipe informatique 

 Lieu(x) de travail 

➢ Le poste est basé sur Champigny (51370) et l’administrateur intervient également sur les 
sites des Clients de la société. 

Les Missions principales : 

➢ Suivre l'exploitation quotidienne du système d’information interne et Clients finals et 
participer à tous les travaux d’assistance et dépannage sur les matériels et logiciels du Client 
final (Logiciels bureautiques et logiciels métiers) ; 

➢ Intervenir dans la mise en place effective des architectures Systèmes et réseaux ; 
➢ Installer et faire évoluer les équipements informatiques ; 
➢ Assurer la maintenance préventive ; 
➢ Alimenter régulièrement les tableaux de bord de suivi de son activité ; 
➢ Appliquer les règles de sécurité informatiques en Interne et auprès des Clients ; 
➢ Effectuer toutes les opérations nécessaires à l'intégration des infrastructures selon 

les procédures et normes mises en place ; 
➢ Préparer les mises en condition des équipements à déployer ; 
➢ Déployer les équipements informatiques ; 
➢ Tester les équipements informatiques ; 
➢ Installer, mettre à niveau et faire évoluer les éléments matériels et logiciels des systèmes 

informatiques ; 
➢ Administrer, maintenir et faire évoluer les réseaux et ses services ; 

➢ Gérer l'interconnexion des différents systèmes ; 

➢ Mise en place et gestion de la stratégie de sauvegarde des données ; 

➢ Mettre en œuvre les outils permettant la continuité de service et la reprise d’activité ; 

➢ Mettre en place les outils de protection du réseau ; 

➢ Assurer la fiabilité et la sécurisation de l'ensemble du système informatique des Clients ; 

➢ Gestion et coordination de projets ; 

➢ Conception et définition des architectures systèmes et réseaux ; 

➢ Support de niveaux 1,2 et 3. 
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Les Missions associées : 

➢ Installer, mettre à niveau et faire évoluer les éléments matériels et logiciels des systèmes 
informatiques ; 

➢ Faire le suivi technique (mises à jour, dépannages) de logiciels spécifiques en binôme avec 

un(e) autre technicien(ne) ; 

➢ Rédaction de documents techniques ;  

➢ Rédaction de réponses à des appels d’offres et/ou expressions de besoins Clients ; 

➢ Maintien en condition opérationnelle des équipements des systèmes / réseaux / 

bureautique ;  

➢ Former, conseiller et assister les utilisateurs externes / Clients ; 

➢ Réalisation d’audits informatiques / sécurité et restitution des résultats ; 

➢ Travailler en collaboration avec les autres services de la société ; 
➢ Supervision et monitoring des environnements Clients et internes. 

Les connaissances techniques 

➢ Connaissances approfondies et expérience en administration et exploitation des systèmes 

Microsoft Windows Professionnel / Server et Active Directory ; 

➢ Connaissances approfondies et expérience en administration et exploitation des 

environnements Microsoft Exchange / Office - Microsoft 365 ; 

➢ Connaissances approfondies des solutions de virtualisation : VMWARE ESX / MICROSOFT 

HYPER V / PROXMOX ; 

➢ Connaissances approfondies des solutions de filtrage Firewall (CISCO, FORTINET, 

STORMSHIELD, WATCHGUARD …) ; 

➢ Connaissances approfondies des environnements serveurs (HPE, DELL, LENOVO) ; 

➢ Connaissances approfondies des environnements de stockage NAS/SAN (HPE, DELL EMC, 

QNAP, SYNOLOGY etc … 

➢ Connaissances approfondies sur la gestion des équipements réseaux LAN et WIRELESS ; 

(CISCO, CISCO MERAKI, ARUBA, EXTREM NETWORK, HPE, NETGEAR, FORTINET etc …) ; 

➢ Connaissances approfondies des protocoles réseaux (TCP/IP, DNS, DHCP, VLAN, WLAN, 

Routage) et de la sécurisation des réseaux (IPSEC, VPN, SSL, PKI, Proxy) ; 

➢ Connaissances approfondies des solutions de sauvegardes (VEEAM BACKUP, IPERIUS 

BACKUP, ATEMPO, …) ; 

➢ Connaissances approfondies des environnements LINUX ; 

➢ Connaissances générales des environnements Microsoft AZURE ; 

➢ Connaissances générales des environnements Apple (MAC OS et iOS) ; 

➢ Connaissances générales des environnements Bases de données / SQL (Microsoft SQL, 

PostegreSQL, MariaDB, MySQL etc …) ; 

➢ Connaissances générales des solutions de sécurisation des postes de travail ; 

➢ Connaissances générales en scripting (Bash, Batch, PowerShell, … ) ; 

➢ Connaissances générales des solutions d’authentification Mutli-facteurs (MFA) 

➢ Connaissances générales sur la gestion de la sécurité informatique et de la haute 

disponibilité (PCA/PRA/PCI) ; 
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Les qualités requises 

➢ Excellent sens du service Client, rigueur, sens relationnel, dynamisme, motivé(e) ; 

Autonomie, capacité d'adaptation et de réaction ;  

➢ Qualité rédactionnelle ; 

➢ Gestion des situations d'urgence et hiérarchisation des priorités ; 

➢ Très bonne aptitude au travail en équipe ; 

➢ Veille technologique ; 

➢ Pratique de la langue anglaise « lu, écrit, parlé » appréciée. 

➢ Certifications éditeurs et/ou constructeurs appréciées. 

Les autres particularités du poste : 

➢ Le candidat ou la candidate doit posséder le permis de conduire B ; 

➢ Mobilité géographique : Département de la Marne et Ile de France ; 

➢ D’autre part, certaines formations indispensables peuvent se dérouler à Paris / Ile de 

France ou dans d’autres villes de province. 

Diplôme et expériences : 

➢ Formation minimale Bac+3 ou équivalent en informatique ; 

➢ 4 à 5 ans d'expérience au minimum en entreprise(s) ou idéalement au sein d'une 

société de services. 

Statut, traitement : 

➢ Contrat à durée indéterminée à pourvoir immédiatement. 

➢ Salaire brut mensuel : selon expérience 

➢ Véhicule de société mis à disposition 

➢ Matériel informatique mis à disposition 

➢ Mutuelle 

➢ Plan d’Epargne Interentreprises / Plan d’Epargne Retraite Collectif Interentreprises 

➢ Plages horaires  

o de 09h00 à 17h30 du lundi au vendredi en jours ouvrés.  

ou 

o de 08h00 à 16h30 du lundi au vendredi en jours ouvrés. 

➢ 35 Heures hebdomadaire. 

➢ Télétravail ponctuel 

Contacts : 

Service Recrutement / +33(0)3.26.85.05.54 / recrutement@axesys.fr 

mailto:recrutement@axesys.fr

